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Zedmed Cloud uses middleware to move results and acknowledgments between your securing messaging client

and Zedmed Cloud. If you move from Zedmed On-Prem to Zedmed Cloud, you may need to have your securing

messaging client reconfigured or moved. 

How is this integration set up? 

The Zedmed Cloud Middleware is installed on the computer that your securing messaging client is installed on. The

installation is performed by Zedmed as part of your onboarding. 

What does your securing messaging provider need to do? 

If you do not have the securing messaging client installed, or if you need to have it installed on another computer

(e.g., if you are decommissioning your Zedmed Server), your securing messaging provider will need to install their

client. 

What do I need to do? 

Contact your securing messaging provider to arrange for the installation of their client. It will need to be installed

on a computer that is maintained by the practice or the practice’s 3rd party IT support.

The PDFs below can be given to your securing messaging provider to explain the requirements.

•   For HealthLink 

•   For Argus 

•   For Medical Objects 

Zedmed-Cloud-HealthLink.pdf 

Zedmed-Cloud-Argus.pdf

Zedmed-Cloud-Medical-Objects.pdf

https://dyzz9obi78pm5.cloudfront.net/app/image/id/65c30943d731bc0774504944/n/zedmed-cloud-healthlink.pdf
https://dyzz9obi78pm5.cloudfront.net/app/image/id/65c30915d465c766ca527d3f/n/zedmed-cloud-argus.pdf
https://dyzz9obi78pm5.cloudfront.net/app/image/id/65c3091e0138d04eb759fc21/n/zedmed-cloud-medical-objects.pdf

